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What to Do Before, During and After a Disaster! 

 
 

Preface: Alphabet Soup 

 

Alphabet soup is a good way to deal with all the elements of emergency/disaster/continuity 

planning:  EAP, ICS, FEMA, BCP, COO.  But really, where do you go, what do you need, what 

resources are available? 

 

Businesses are required by OSHA to have an Emergency Action Plan (EAP).  The EAP lists many 

emergency contact numbers and generally describes what employees should do in various types 

of emergencies such as fire, tornado, etc. 

 

This plan is useful, but only to a limited extent.  Things that are not typically included in an 

Emergency Action Plan are: 

 What if your location is “wiped out”?  
 Who is the media contact?  

 Where will you relocate?  
 Do you have nearby facilities that can continue the operation of the non-functioning 

facility?  

 How do you allocate resources for clean up?   
 Who has control of your site in a disaster? 
 How prepared is your business to reopen following a natural or man-

made disaster or epidemic? 

 Do you believe that insurance will take care of the losses? 
 Where will your customers/clients, vendors/suppliers go, during 

downtime, when your building is destroyed or employees are 
quarantined and your business is knocked to its knees? 

 Will your owners, board members/stakeholders be well informed about 
impact, on the bottom line, if there is no Business Continuity Plan? 
 

The Federal Emergency Management System (FEMA) has developed a system for defining what 

staff or positions are needed during an emergency and who does what.  The Incident Command 

System (ICS) could be very useful in determine who needs to take care of what responsibilities in 

an emergency within your company.  If you familiarize you employees with ICS, your company 

will also be better suited in communicating on the same level with emergency responders who 

know and implement the ICS and National Information Management System (NIMS) when there is 

a natural or manmade disaster in a community. 

The process of relocating a business or how to stay in business after a catastrophic event is 

typically referred to the Business Continuity Plan (BCP) or a Continuity of Operations plan (COO).  

Your insurance company might be able to supply a template for a BCP but the government has 

also developed a BCP template that could help.  Several online sources are also available.  
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But the BCP does not always help DURING the emergency.  So, you need to build a combination 

plan which includes most of the information from your existing EAP, add the components of your 

BCP and incorporate the use of the ICS.  With these three pieces joined together, you will have 

all the information and preplanning to deal with most any disaster regardless of how sever. 

 

The following pages contain information that could help you get started developing a total 

Business Continuity Plan. 

 First is an overview of the Incident Command System (ICS) which could help determine 

what positions need to be assigned during and after a disaster. 

 Second is a worksheet for determining resources that may be needed to respond to a 

company disaster and recover from it. 

 Finally is an example of what should be considered, regardless of which template or system 

you use to plan for a catastrophic event in your business. 

 

Whatever template or guidance document you use, be sure to include all of the elements that are 

needed to keep your business viable following an emergency.  The following table from the Small 

Business Administration in their “Disaster Preparedness and Recovery 2012” document, 

summarizes the five areas that should be addressed in your complete  Business Preparedness, 

Disaster and Continuity Plan.  (Note: Other than this chart, the SBA document does not provide 

much assistance in preparing the plan.  It focuses on the financial aspect of post incident needs.) 
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Incident Command System (ICS) 

 

The Incident Command System (ICS) could be very useful in determine who needs to take care of 
what responsibilities in an emergency.  If you familiarize you employees with ICS, your company 
will also be better suited in communicating on the same level with emergency responders who 
know and implement the ICS and National Emergency Management System (NIMS) when there is 
a natural or manmade disaster in a community. 
 

Depending on your type of business or emergency, you may only need a few of the positions 

identified/described in the Incident Command System (ICS):  

 

Incident Commander: The Incident Commander is specifically responsible for:  
• Ensuring incident safety.  
• Providing information to internal and external stakeholders.  
• Establishing and maintaining liaison with other agencies participating in the incident.  
 

These are critical functions and, until delegated, are the responsibility of the Incident 
Commander. The Incident may delegate each responsibility separately as follows to what is 
known as the “Command Staff”: 
 

 
 

Liaison Officer:   

• Assists the Incident Commander by serving as a point of contact for representatives from other 
response organizations.  

• Provides briefings to and answer questions from supporting organizations. 

  

Safety Officer:   

• Advises the Incident Commander on issues regarding incident safety.  
• Works with the Operations Section to ensure safety of field personnel.  
• Ensures the safety of all incident personnel. 

 

Public Information Officer (PIO):   
• Advises the Incident Commander on information dissemination and media relations. Note that 

the Incident Commander approves information that the PIO releases.  
• Obtains information from and provides information to the Planning Section.  
• Obtains information from and provides information to the community and media. 
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ICS: General Staff Positions 

  
 “General Staff” positions include: 

Operations Section Chief: Will know h 

 Planning Section Chief 

 Logistics Section Chief:  Will be in charge of ordering vechicles or  

 Finance/Admin Section Chief:  Company controller 

 

Incident Command  Sets the incident objectives, strategies, and priorities and has 
overall responsibility for the incident.  

Operations  Conducts operations to reach the incident objectives. Establishes 
the tactics and directs all operational resources.  

Planning  Supports the incident action planning process by tracking 
resources, collecting/analyzing information, and maintaining 
documentation.  

Logistics  Provides resources and needed services to support the 
achievement of the incident objectives.  

Finance & Administration  Monitors costs related to the incident. Provides accounting, 
procurement, time recording, and cost analyses 

 

Additional ICS Expansion 
 
If an emergency situation warrented, the ICS system grows with the extent of the emergency.  
For example, each of the General Staff positions can be expanded to include more people.  Here 
is a chart of the titles of additional members of the ICS team.  This information is hopefull more  
than you would ever need to know about ICS development and implementation: 
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General Business Preparedness, Disaster and Continuity Planning Tips 

What Should go Into a Business Preparedness, Disaster and Continuity Plan? 
 
Many examples of a BCP or OOP contain sections and charts for evaluating the risk and 
determining the severity of the proposed disaster, etc. The key is to keep your plan simple and 
take advantage of information you already have available.  Do not reinvent the wheel. 

Here's a checklist of things to keep in mind during business continuity planning: 

 Take the process seriously. If you want to protect your business from unplanned events 
that could disrupt operations, create a plan. It doesn't have to be hundreds of pages long. 
It just needs the right information, and that information should be current and accurate. 

 Use disaster recovery/business continuity standards as a starting point. Almost two dozen 
business continuity standards are available worldwide. In the U.S., several options are 
currently in use: 

1. NFPA 1600 (the current U.S. national standard) 
2. BSI BS 25999 (the British standard) 
3. FFIEC Business Continuity Handbook (used by the banking and finance sectors) 
4. DRII/DRJ Generally Accepted Principles (GAP) 

 Keep it simple. Less can definitely be more in this situation, unless the user is primarily a 
technology-based group, such as IT. 

 Limit content to actual disaster response actions. Assuming you are creating a plan to 
respond to specific incidents, include only the information needed for the response and 
subsequent recovery. 

 Make it happen. Once the business continuity plan is complete, exercise it to ensure that 
the documented procedures make sense in the sequence indicated. 

 Be flexible. A single template may not be universally applicable to all department and/or 
locations in your organization; consider other templates, software or consultants. 

The keys to a creating a successful business continuity plan are to define step-by-step procedures 
for response and recovery, validate these activities through periodic exercising, and maintain the 
plan and its various components up to date. 

The following is a sample table of contents with 10 major items. 
 
  

http://searchdisasterrecovery.techtarget.com/feature/How-to-utilize-global-business-continuity-standards
http://searchdisasterrecovery.techtarget.com/news/2240033823/Management-buy-in-and-disaster-recovery-standards-still-major-challenges
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Business Preparedness, Disaster and Continuity Plan Table of Contents  
 

1. Purpose:  Why do we need this? List of natural and man-made disasters that could impact our business. 
a. Tornado 
b. Flooding 
c. Explosion 
d. … 

 
2. Scope: What facilities/Operations does this cover? 

a. List of locations 
b. ….. 
c. ….. 

 
3. Emergency Preparedness /Prevention:   

a. What have we done or can we do to avoid an emergency/disaster?  
i. Implemented Safety measures 
ii. Engineering controls 
iii. Followed Industry Standards with all procedures… 
iv. How do we back up our IT data? 
v. … 

 
4. Protection: What plans, procedures do we have in place for immediate protection? 

a. Emergency Action Plan 
i. Has emergency phone numbers 
ii. Has some medical assistance numbers 
iii. Has contractors – limited 
iv. Has alarm system listed 
v. Has gathering points in case of an emergency 
vi. … 

b. Do we have a Risk Management Plan for any Chemicals we store 
c. Do we have a chemical list? 
d. Do we know how to shelter in pace?  Would this ever be needed? 

e. What other documents/procedures/resources have we already developed for consideration in an emergency? 
f. … 

 
5. Mitigation and Response:   

a. What /Who have we assigned to critical positions in the event of a catastrophic event at one of our locations?  
(Refer to ICS section for responsibilities of each position).  Do we need these positions filled for each location or 
is this a corporate role? 

i. Incident Commander 
ii. Safety Officer 
iii. Public Information Officer 
iv. Liaison Officer 

b. Will the above positions/needs be enough or will we ever need the addition of : 
i. Operations 
ii. Planning 

iii. Logistics 
iv. Finances 

 
6. Resources:  In advance of an emergency, what critical information or resources can we identify or supply for the positions 

/needs listed above? 
a. Company contact names and phone numbers. 
b. Critical operations 
c. Venders/contractors/Suppliers 
d. Authorization for purchases 
e. Where is our company relocation point? 
f. … 

 
7. Communication:  With whom will we share this plan? 

 
8. Training:  How do we educate our key people and all employees on the plan in case of an emergency? 

 
9. Practice:  Will we participate or initiate an “Exercise” to test our plan? 

 
10. Review and Update?  How often will this plan be reviewed and or updated and by whom? 
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Business Preparedness, Disaster and Continuity Plan 
 

The following even pages are from www.ready.gov.  The information may be filled out online and then printed, 

but the forms are not available in hard copy from the government website. 

http://www.ready.gov/
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Reference Information: 
 
Sample Business Disaster and Continuity Plan 
http://www.ready.gov/sites/default/files/documents/files/sampleplan.pdf 
 
 
Federal Emergency Management Agency, Incident Command System 
http://www.fema.gov/national-incident-management-system 
 
 
RCI Safety 
http://www.rcisafety.com/ 

http://www.ready.gov/sites/default/files/documents/files/sampleplan.pdf
http://www.fema.gov/national-incident-management-system
http://www.rcisafety.com/

